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Abstract— In today’s age of modernization, man has
increased his dependence on daily routine items. Even the
small household items play an important part and one
cannot think life without any of these items. Life will
become miserable if these items are lost or misplaced
somewhere. To pose a solution to this problem, this paper
presents a low cost range monitoring cum theft detection
system which intends to keep a track of the items in the
house and prevent their theft. This system is based on
Radio Frequency technology working on a band of 434
MHz. The system developed in this paper deploys a simple
yet effective technique which is different from the
conventional RFID technology in which tags containing
information are attached to the objects and are used for
object identification. It consists of a transmitter and
receiver with distinct addressing modes. The centralized
receiver is connected with the different transmitters which
are attached with the household items and monitors the
response of these items. Each item is assigned a different
address and atmost 256 different items can be tracked one
at a time with this system. It monitors whether the item is
within range or not, if the item is out of range which might
be due to theft also, an alarm is triggered. The system
works wirelessly and the range of operation has been set to
40-60 m which is the normal house range. The coefficient
of determination (R?) for the system has been found to be
close to one, which accurately approximates the real data
points and validates the accuracy of the system.
Keywords— Range Monitoring; Theft; Alarm; Radio
Frequency; Wireless

1. INTRODUCTION

Thefts are increasing at an alarming rate and necessary steps
are being taken to prevent them. There are plenty of systems
which are present to detect thefis and burglary. Large systems
are installed in shops and houses to prevent intrusion and
robbery. With advancement in technology, Radio Frequency
Identification (RFID) tags have come into play and every item
inside any store has a tag or barcode associated with it to
prevent its theft by others [1-3]. There are large number of
applications and systems in which RFID technology 1is
employed. Such applications include biometric applications,
parking systems, pharmaceutical industries, automobile
tracking and many more [4-7]. In RFID systems, tags
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containing electronic information are attached to the objects
which are used for object identification [8]. A duplex
transmitter-receiver sends an inquiry signal to the tag and its
response is read. However, using RFID tags for obt :t
identification is quiet expensive which limits their use to o .l¥
large industries. In today’s age, it is not uncommon to misplace
things and forget where we placed them. Humans have a
tendency to forget, and nothing much can be done to avoid this
as it involves complex neurological functions and processes.
Sometimes the loss of such items creates havoc in one’s life.
To address this problem and to pose a solution, this paper
presents a low cost and efficient range monitoring cum theft
detection system which tracks the items inside the house and
also prevents their theft. The system consists of a transceiver
with distinct addressing modes which can track 236 items one
at a time. It is well suited according to modern day needs and is
economical. It can track items inside a house with a centralized
receiver. Also, for an instance, if such a system is put on our
suitcases while travelling in a train, the theft while passenger is
asleep will trigger an alarm due to the set range and the
criminal could be caught red-handed without even before
fleeing the compartment. This situation could otherwise leave
the bag untracked. Several such important items could be saved
using the system which is handy, inexpensive and worth all the
money.

1. RADIO COMMUNICATION

Radio communication employs radio frequencies of band
ranging from 3 kHz to 300 GHz [9-10]. The radio signals are
received and transmitted by an antenna of proper length [11].
The transmitted power depends upon the distance between the
receiver and transmitter unit and varies inversely with it [12-
15]. The system developed in this paper works on a frequency
range of 434 MHz. The range of operation for the system has
been set to 40-60 m by choosing the proper antenna length.
This range is appropriate for monitoring the range of the items
within a house and preventing their theft. Fig.l shows the
relationship between length of antenna and the working range
of the system.
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Fig.1. Antenna length vs Working range

The trend line between length of antcnna and working range
of the system shows that cocfficient of detcrmination R? is
0.9953. By varying the length of antenna, the working range
of the system can be increased. The system developed in this
paper works within a range of 40 to 60 m and length of the
antenna used is 6 cm. The value of R? ranges from 0 to 1, and

it gives the proportional fMluctuat ;
predicted from the other v:lrial':lcl‘lln of one i
to | I]?'Id it fairly "ppm’(ima[cq-”{m the V;ill"lh[l: th,
trend line passes through al| g d ]F rea (_"FI.u:, N
is easy to cxplain the variations ﬂ;:! Oin
and receiver unit of the clcvcl{;r')c IIie:.I! 4
operation. d sy

§ [h]i In
| & L PR
h it , 4"

oy Ly,

Wy [h{: ”4|,.

Alem Ipg, %
an,| Ih:- Ir,.i'rr
® by

Yy

UL SYSTEMARCE WTECT ),

The system consists of a transmitygy and E

works on a frequency band f Mérccm-\,cr .
accordingly. The system works in ‘tlcﬁl‘ H, ar:]"' .
units always remain connecte. To ke  way th d
and mrmir‘nr their range, the "'ﬂnsmcjﬁ’ : [
particular item and it is in the range or is ﬂchc‘-"--'
receiver unit has a display mody], rm-m the e 1
shows a message “The item is in range” ‘.I;hcd wit I[-

v 1F ¢ :

ig in ran i i -
] Bge with the receiver, [f the Conne o gmmh.
Clion he: It

these units is lost, which is due to biirg|a Wag,
an alarm and displays “The item is o, (
items can be tracked one at a time with

Ty t . “en kL
¥ hC 5y5tc|_nt o,

of fdnge" n‘;'dl:-

this Fystem

—

Working Range
40-60m

Fig.2. Working range of the system

CBBITY "-k;b’~1)ec, 2015

All Righys Reserveq

Pﬂgl‘] i



1TM, 1SN 2454-8421, Volume 1, Issue 1, July-Dec, 2015

o BJ'
.;H.'Jfﬂ‘ B
POWER SUPPLY
UNIT
u ANTENNA
HT12
CRYSTAL
ENCODER
k. J
Fig.3. Block design of transmitter
1
i RF1
27 x1 . . RF TRANSMITTER
O] S i oscieuan REURT [~ R2
L e 0SC2CLKOUT Ret (-2 5858
35 10k 85z
, fE2 2 Z388
L raomo PO 22
L 2 Ratent R4 2= — e
- ramaReoRE RS — 0 i
< RAZANIVREF+ RBGPGC (7 =1 :
£ ragnocaciour  RETPGD [ = =
—— RASIANAISSIC20UT 15 :
3 - RCOTIOSQMICK! '—1;
L {RewsRD  ROVTIOSICR [,
2 REVANSATR RCCCP! [
—— REYANTICS RCHSCHISCL _E
1] s - RC4/SDIISDA 24
WELRNppTHY RCSISD0 52 .
RCBITNICK 5% !
R1 RCTIRADT 1 ) Voo ——
106 ROOPSP) L2 2 i
RO1PSPT _.;’_n—————"_ " ik R3
RO2PSF2 —-—-L_____,"_. :
RDAPSF3 f? A2 el T30k
8 RO4IPSPA :I—;a 4 2502 ==
c3 ROSIPSPS (== i
0 1uF e 3 5 .
. ROTPSPT " U
PCTBRaTIA ks il e
T i Wl e
L 8 A 3 o
—f_g_ ] KDE i
FTIZE

S BBty REWE b oy

. Y

i1l B* L. Do

g E
Fig.4. Simulation schematic of transmitter unit

S

Page 77



“Bodh” B
BIITM, ISSN: 2454-8421 Votume 1, Issue 1, July-Dec, 2015

y

POWER SUPPLY
CRYSTAL I

ALARM

Arnogssgﬁggr— Fl(: ————""“‘ﬂ'[fffffffj

SWITCH

T12

DECODER
A
Fig.5. Block Diagram of Receiver Unit
Lcom
a2
RV1 ‘ |
’ =
W
o[ 488 23. sss 788584
ol] 2 mIn BREERARRERRERR
of
.| ' E
E}J T
= :
38
z RF1
- RE RECENER MOCULE
?
]
|
S
_E L
= I"HT1
18 i
E * eIy 1
el - 1 . i, ol ‘
= T
(2] Lo, .
3 R2
] 5 ” i 2. ! 35
o tih
o 14 I_I
: 2 A )
T xs e
'_ 8 o -
2 T2
|

Fig.6. Simulation Circuit for Receiver

© BB]. "
JTM Jub*-Dec, 2015" Al Righiy Reserveq

pagt



<Bodh » BB JITM, ISSN: 2454-8421, Volume 1, Issue 1, July-Dec, 2015

A Transmitter Unit Design

The block design of the transmitter unit has been shown in
: 3. It consists of a microcontroller, addressing switch,

awer supply unit, encoder, crystal and an antenna. The
addressing switch setsa t‘he address for a particular item which
s gn 8-bit data and 2" items can bc‘trackcd. Each transmitter
fitted with an item is assi gned a paﬂngﬂar 8-bit address which
can be changed according to the requirements. The transmitter
section works on a 5V which is supplied by power supply uni
and the crystal provides clocking to the microcontroller. The
encoder encodes the data to be sent. Fig.4 shows the

simulation schematic of the transmitter unit.

B. Receiver Unit Design

The block diagram for the receiver unit is shown in Fig.5. It
consists of 2 microcontroller, crystal, display unit, alarm,
addressing switch, decoder and antenna. There is a centralized
receiver unit for the system which can have 256 addressing
modes set by the addressing switch. On adjusting the
addressing modes, the receiver is connected to a particular
wansmitter fitted with a particular item, thus the item can be
tracked casily and one can find that whether the item is within
range or not. The display unit consists of a liquid crystal
display which shows the message regarding the status of a
particular item. The decoder decodes the data sent in the
encoded form by a transmitter unit and this decoded data is
processed by the microcontroller unit to take proper actions.
The transmitter unit fitted with an item always remain
connected with the centralized receiver and if the transmitter
goes out of range, an alarm is triggered indicating that the item
has been stolen.

Receiver section also requires 5V for its operation which is
supplied by the power supply unit .The crystal oscillator
provides clocking to the microcontroller. The simulation
circuit for the receiver section is given in Fig.6.

IV. FLOWCHART OF THE SYSTEM

The logical representation of the software algorithm that has
been developed for the system is given in Fig.7. The system
initializes its peripherals on starting. If the item is within range
ie. the transmitter and the receiver are in range, a message
showing the status “Item is in range” is displayed on the
display unit. If the connection between receiver and
transmitter is lost that means the item has been stolen, in this
::se the alarm is triggered and status updates to “Item out of
ngen.
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Fig.7. Flowchart of the system

V. RESULTS AND CONCLUSIONS
In this paper, a range monitoring cum theft detection system
has been presented and implemented on hardware. The system
has been set to a working range of 40-60 m and employs a
radio frequency of 434 MHz band. The signal density
decreases as the distance between the transmitter and receiver
unit is increased. This system employs a simple yet efficient
technique as compared to conventional RFID technology. It
provides a cheap and powerful solution to the most common

problem.

A. Residual plot

Residual plot is a plot between an output and input variables
which is used to show whether the given regression model is
appropriate according to your data. There should not be any
recognizable pattern for the plotted residuals and they must be
random in nature. Uncorrelated residuals are generally
obtained by good regression models. The residual plot for the
developed system has been plotted and shown in Fig.8.

B. Normal Probability Plot

Normal Probability Plot is graphical method which is used to
check the normal distribution of the data. In this case, an
approximately linear pattern is formed which shows that
normal distribution is a decent model for a given set of data.
The normal probability plot for the system is plotted and
shown in Fig.9.

The normal probability plot and residual plot for the system
has been plotted and they validate that the regression model
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